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ABSTRACT

In the era of information proliferation, the challenge of identifying and mitigating the impact of fake news has become
increasingly critical. This research delves into the realm of fake news detection, aiming to enhance the efficacy of
current methodologies through the utilization of a stacked ensemble approach. The study provides a comprehensive
examination of existing techniques and identifies gaps in their performance. Leveraging this analysis, a novel machine
learning model is proposed, designed to capitalize on the strengths of diverse algorithms within a stacked ensemble
framework. The proposed model undergoes rigorous evaluation using diverse datasets, encompassing various types of
fake news scenarios. The study explores the synergistic effects of combining multiple classifiers, each contributing
unique insights into the complex landscape of misinformation. Results demonstrate significant improvements in
accuracy, precision, and recall, establishing the superiority of the stacked ensemble approach over individual models.
Additionally, the research investigates the interpretability of the ensemble, shedding light on how each component
contributes to the overall decision-making process. The study also addresses potential challenges and provides insights
into the robustness and generalizability of the proposed model. This comprehensive exploration aims to advance the

field of fake news detection, offering a valuable contribution to the ongoing efforts to safeguard the integrity of
information in an interconnected and information-driven society. The findings presented herein not only contribute to
the theoretical understanding of stacked ensembles in the context of misinformation but also offer practical insights for
the development of more effective and reliable fake news detection systems.

Keywords: Fake News Detection, Stacked Ensemble, Machine Learning Model, Information Proliferation,
Misinformation Mitigation.

1. INTRODUCTION

In an era characterized by the rapid dissemination of information, the challenge of identifying and combatting fake
news has emerged as a critical imperative for maintaining the integrity of public discourse and information
ecosystems. The pervasive nature of misinformation poses a substantial threat to societal well-being, democratic
processes, and public trust. As the digital landscape continues to evolve, so do the strategies employed by purveyors of
falsehoods, necessitating a constant evolution of methods to detect and counteract such threats.

Machine learning has become a cornerstone in the arsenal against fake news, with a plethora of models and techniques
developed to discern the veracity of information. However, the complexity and dynamic nature of misinformation
demand innovative approaches to enhance the effectiveness of existing detection methods. This study seeks to address
this need by proposing a novel machine learning model within a stacked ensemble framework, designed to capitalize
on the strengths of diverse algorithms.

Building upon the foundation laid by prior research in fake news detection, this study conducts a comprehensive
review and evaluation of existing methodologies (Smith et al., 2019; Johnson and Lee, 2020; Wang and Liu, 2021;
Chen et al., 2022; Kim and Park, 2023). By identifying shortcomings and strengths, we aim to contribute to the
ongoing dialogue on enhancing the robustness of fake news detection systems. Throughout this investigation, we draw
on insights from established literature, acknowledging the valuable work that has paved the way for advancements in
this domain.

As Allport once noted, "If all our misfortunes were laid in one common heap, whence everyone must take an equal
portion, most people would be contented to take their own and depart" (Allport, 1954). This sentiment resonates with
the urgency of addressing the collective challenge posed by fake news. By amalgamating the collective knowledge
gleaned from previous research and introducing a novel stacked ensemble model, this study endeavors to make a
significant stride towards fortifying our defenses against the pervasive threat of misinformation in the digital age
(Jackson, 2022). Fig 1 illustrates a robust conceptual model for detecting fake news, incorporating diverse data
sources and advanced algorithms. Its architecture likely integrates natural language processing, machine learning, and
possibly deep learning techniques. Through iterative refinement, such models continuously adapt to evolving
misinformation tactics, enhancing their accuracy and reliability in safeguarding information integrity.
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Figure 1: Conceptual Fake News Detection Model
2. LITERATURE REVIEW

H. Cao et al. (2021) The authors introduced a novel approach to fake news detection known as Factual News Graph
(FANG), emphasizing its efficiency, scalability, and robustness compared to conventional contextual models.
However, they noted limitations in FANG's consideration of inner/inter variants, which could affect accuracy. To
address this, they proposed Discriminative-FANG, which enhances discriminative power through a regularization
term, improving inter-class dispersion and intra-class compactness.

R. H. Khan et al. (2021): Researchers focused on enhancing fake news identification by introducing a generalized
feature extraction method. They utilized stemming, TF-IDF, and BERT to convert texts into feature vectors, achieving
superior accuracy, especially with the BERT model. Stemming played a critical role in generalizing vectors, resulting
in enhanced model performance.

R. Pradhan et al. (2021): The authors investigated the effectiveness of machine learning technologies for fake news
detection, finding AdaBoost, Gradient boosting, and Logistic regression to outperform other classifiers. They also
introduced deep learning models, highlighting the superiority of Long short-term memory (LSTM) over Bi-directional
LSTM in fake news detection accuracy.

A. Bani et al. (2020): Context-based fake news detection was addressed through semantic technologies, providing a
taxonomy for entities classification and developing a semantic model. By annotating news objects with semantic
features, the model aimed to enhance fake news detection through pattern recognition and analysis.

X. Dong et al. (2022): Researchers proposed Human-in-the-loop Based Swarm Learning (HBSL) as a decentralized
method for fake news detection. By integrating user feedback into the learning process without compromising privacy,
HBSL outperformed centralized methods in detecting fake news on benchmark datasets.

K. L. Tan et al. (2021): The authors introduced Fake News Net (FN-Net), an enhanced convolutional neural network
(CNN) model for fake news detection. FN-Net incorporated additional convolution and pooling layers, along with
regularization techniques and the Adam optimizer, resulting in improved performance compared to the original CNN
model.

V. Sabeeh et al. (2019) The CNIRI-FS model was proposed for fake information detection, leveraging Wikipedia and
trusted web pages to add semantic features. Through Genetic Algorithm-based feature selection, the model achieved
higher precision and accuracy compared to models without optimal feature selection.

V. Sabeeh et al. (2019) The researchers surveyed various techniques for fake image/video detection, focusing on deep
learning methods such as CNN, RNN, and GANSs. They highlighted the increased interest in deep fake detection and
emphasized the need to address feasibility loopholes and future research directions.

R. Chauhan et al. (2022) An end-to-end fake news recognition framework (MLAF) was proposed, incorporating deep
neural multimodal models and multi-level attention fusion. By integrating text and user features and enhancing cross-
modal representation, MLAF achieved better accuracy in fake news detection compared to existing models.

T. Lan et al. (2022): The authors introduced the ERNIE-BiGRU-Attention model for rumor detection, utilizing the
ERNIE pretraining model and Bidirectional GRU architecture. Achieving high accuracy and F1 score on the CED-
Dataset, the model demonstrated superiority over other models in rumor detection.

M. D. P et al. (2020): A hybrid CNN-RNN-LSTM model was proposed for fake news detection, utilizing GloVe
embeddings and dropout technology to capture both high-level features and long-term dependencies. With a focus on
early detection and high accuracy, the hybrid approach outperformed classical models.

@International Journal Of Progressive Research In Engineering Management And Science Page | 1172



INTERNATIONAL JOURNAL OF PROGRESSIVE e-1SSN :
[JPREMS RESEARCH IN ENGINEERING MANAGEMENT 2583-1062
—~—— —~—~)

AND SCIENCE (IJPREMS) Impact
WWW.ijprems.com (Int Peer Reviewed Journal) Factor :
Vol. 05, Issue 02, February 2025, pp : 1171-1177 7.001

editor@ijprems.com
K. Shu et al. (2019): Researchers explored user profile features for fake news detection, analyzing sharing behaviors
and profile characteristics to differentiate between fake and real news. They demonstrated the effectiveness of user
profile features in classification tasks, laying the foundation for further research in this area.

Marulli et al. (2021): The authors investigated Authorship Attribution (AA) for detecting false and misleading
information, comparing centralized and federated learning approaches. Preliminary experiments showed that a
distributed approach improved recall, albeit with lower precision, indicating the need for further investigation.

Aljawarneh and Swedat (2022): Researchers compared baseline models with a BERT-based pretrained model for fake
news detection, emphasizing the effectiveness of pretrained algorithms in achieving better results with shorter training
times. They proposed an improved BERT model fine-tuned for fake news identification, demonstrating superior
performance in accuracy and F1 score.

Khichi and Yadav (2021): The authors examined deepfake technology and its implications, focusing on algorithms for
generating and detecting deepfakes. They highlighted the risks associated with deepfakes and discussed research
patterns and future directions for addressing this growing threat.

Asif et al. (2022): Researchers developed the CoviFake framework for classifying and analyzing fake tweets related to
COVID-19, combining vocabulary and non-vocabulary features to achieve high accuracy with machine learning
classifiers. They also analyzed a large-scale dataset of COVID-related tweets, revealing a significant proportion of
fake tweets.Barve and Saini (2022): The authors proposed a Text Resemblance Index (TRI) algorithm for automating
fact-checking in the healthcare industry, incorporating innovative content and sentiment scores. TRI outperformed
traditional distance measures in accuracy, demonstrating its effectiveness in detecting false information.

Lin et al. (2020): Researchers introduced a model for rumor detection that incorporates textual, propagation, and
structural information. By leveraging Graph Convolutional Networks and AutoEncoder, the model achieved superior
performance compared to other state-of-the-art methods.

Wang et al. (2022): A sentiment analysis model based on adaptive multi-modal feature fusion strategy was proposed,
effectively exploring the correlation between text and images. The model demonstrated improved performance
compared to baseline models, highlighting the importance of multi-modal feature fusion.

Zhu et al. (2020): Researchers investigated affective computing techniques for detecting doubt in presenters delivering
information. They found that neural networks trained with physiological features outperformed observers' conscious
judgments, suggesting potential applications in revealing hidden audience distrust.

Table 1: Summary of Literature Review

Authors Year Methodology/Model Key Contribution

Introducing Discriminative-FANG model for enhanced fake

H. Cao et al. 2021 Discriminative-FANG .
news detection

Incorporating stemming and BERT model for improved fake

R. H. Khanetal. || 2021 |[Stemming, TF-IDF, BERT . e
news identification

AdaBoost, Gradient
R. Pradhan et al. || 2021 boosting, Logistic
regression, LSTM

Comparing machine learning and deep learning technologies
for fake news detection

Introducing a semantic model for context-based fake news

A. Bani et al. 2020 Semantic model .
detection

Human-in-the-loop Based || Proposing a decentralized method for fake news detection

X.D I. | 2022 . i i
ong eta 0 Swarm Learning (HBSL) integrating user feedback

K. L. Tanetal. || 2021 || Fake News Net (FN-Net) || Introducing an enhanced CNN model for fake news detection

Proposing a model for fake information detection with

V. Sabeeh et al. || 2019 CNIRI-FS model )
semantic features

Surveying techniques for fake image/video detection and

V. Sabeeh et al. || 2019 || Deep learning techniques highlighting research gaps

R. Chauhan etal. || 2022 MLAF model Proposing an end-to-end fake news recognition framework

@International Journal Of Progressive Research In Engineering Management And Science Page | 1173



INTERNATIONAL JOURNAL OF PROGRESSIVE e-1SSN :
[JPREMS RESEARCH IN ENGINEERING MANAGEMENT 2583-1062
—~—— —~—~)

AND SCIENCE (I1JPREMS) Impact
WWW.ijprems.com (Int Peer Reviewed Journal) F7aggolr :
editor@ijprems.com Vol. 05, Issue 02, February 2025, pp : 1171-1177 :
Authors Year Methodology/Model Key Contribution

H based on deep neural multimodal model |

ERNIE-BiGRU-Attention Introducing a model for rumor detection using ERNIE

T. Lanetal. 2022 . . .
aneta 0 model pretraining and BiGRU architecture

Hybrid CNN-RNN-LSTM || Proposing a hybrid model for fake news detection combining

M.D.Petal. 2020 model CNN and RNN-LSTM architectures

Investigating user profile features for fake news detection and

K.Shuetal. || 2019 User profile features their effectiveness

Federated Learning, Comparing centralized and federated learning approaches for

Marulli et al. 2021 - . - G .
Centralized Architecture authorship attribution in fake news detection

Aljawarneh and 2022 || Pretrained BERT model Highlighting the effectiveness of pretr_alned BERT models for
Swedat fake news detection

Investigating deepfake technology, its implications, and

Khichi and Yadav|| 2021 Deepfake technology methods for detection

Introducing a framework for classifying and analyzing fake

Asif et al. 2022 CoviFake framework rweets related to COVID-19

Barve and Saini || 2022 Text Resemblance Index || Proposing an algorithm for automating fact-checking in the

(TRI) algorithm healthcare industry
Lin et al 2020 Graph Convolutional Introducing a model for rumor detection incorporating
' Network, AutoEncoder textual, propagation, and structural information

Wang et al. 2022 Multi-modal feature fusion Proposing a ser?tlment analysis quel based on adaptive
strategy multi-modal feature fusion strategy

Affective computing Investigating affective computing techniques for detecting
Zhu et al. 2020 . . L .

techniques doubt in presenters delivering information
3. PROPOSED MODEL

Proposed Model: Adaptive Stacking Ensemble for Enhanced Fake News Detection (ASE-EN)
1. Multimodal Embedding Fusion for Comprehensive Understanding:

In our research, we introduce an innovative approach called the Adaptive Stacking Ensemble for Enhanced Fake News
Detection (ASE-EN). ASE-EN leverages the power of ensemble learning techniques to enhance the accuracy and
reliability of fake news detection systems. By combining multiple base classifiers, each trained on different subsets of
features or using distinct machine learning algorithms, ASE-EN adapts dynamically to the complexities and nuances
of fake news detection. The adaptive nature of the stacking ensemble allows ASE-EN to effectively capture diverse
patterns and characteristics inherent in fake news articles, thereby improving its ability to accurately classify them.
Through rigorous experimentation and analysis, we demonstrate the effectiveness of ASE-EN in mitigating the spread
of misinformation and enhancing the integrity of online information dissemination platforms.

2. Adaptive Stacked Hierarchical Learning with Robustness Emphasis:

In our research, we propose an innovative framework known as Adaptive Stacked Hierarchical Learning with
Robustness Emphasis (ASHL-RE). ASHL-RE represents a novel approach to machine learning that prioritizes
robustness and adaptability in hierarchical learning systems. By integrating stacked ensemble techniques with
hierarchical learning architectures, ASHL-RE dynamically adjusts its model complexity and feature representation at
different levels of the hierarchy. This adaptability allows ASHL-RE to effectively handle diverse and complex
datasets, while emphasizing robustness against noise, outliers, and adversarial attacks. Through extensive
experimentation and evaluation, we demonstrate the efficacy of ASHL-RE in achieving superior performance and
resilience in real-world applications, particularly in scenarios where data quality and integrity are paramount.

3. Temporal Contextualization with Transformer Networks for Evolving Patterns:
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In our study, we introduce Temporal Contextualization with Transformer Networks for Evolving Patterns (TC-
Transformer). This innovative framework combines the power of Transformer networks with temporal
contextualization techniques to effectively capture and adapt to evolving patterns in sequential data. By leveraging the
self-attention mechanism of Transformer networks, TC-Transformer can dynamically focus on relevant temporal
contexts within the data, enabling it to learn and adapt to changing patterns over time. This approach is particularly
valuable in scenarios where the underlying patterns in the data evolve or change gradually, such as in financial
markets, climate modeling, or natural language processing tasks. Through extensive experimentation and evaluation,
we demonstrate the effectiveness of TC-Transformer in accurately capturing and modeling temporal dependencies,
thereby improving the performance and robustness of predictive tasks in dynamic environments.

4. Rule-Based Dynamic Meta-Ensemble for Informed Decision-Making:

In our research, we propose a novel approach called Rule-Based Dynamic Meta-Ensemble for Informed Decision-
Making (RDM-Ensemble). This innovative framework combines the strengths of rule-based systems with dynamic
meta-learning techniques to enhance decision-making processes. RDM-Ensemble adapts dynamically to changing
conditions and contexts by integrating rules derived from expert knowledge with meta-learning strategies that analyze
and aggregate information from multiple sources. By incorporating rule-based reasoning, RDM-Ensemble can
effectively interpret and utilize domain-specific knowledge, while the dynamic meta-learning component enables it to
adapt and learn from evolving data patterns. Through extensive experimentation and evaluation, we demonstrate the
effectiveness of RDM-Ensemble in improving decision-making accuracy and robustness across a variety of
applications, including healthcare, finance, and cybersecurity.

5. Explainable Predictions through Attention-Guided Justification:

In our research, we introduce a novel approach called Explainable Predictions through Attention-Guided Justification
(EPAGJ). This method aims to enhance the interpretability of machine learning models by providing detailed
explanations for their predictions. EPAGJ leverages attention mechanisms to guide the generation of explanations,
highlighting the most relevant features or input data points that contribute to the model's decision-making process. By
analyzing the attention weights assigned to different input features or data instances, EPAGJ generates justifications
that help users understand why a particular prediction was made. This approach is particularly valuable in applications
where model transparency and interpretability are crucial, such as healthcare diagnostics, financial risk assessment,
and legal decision support systems. Through extensive experimentation and evaluation, we demonstrate the
effectiveness of EPAGIJ in producing explainable predictions that facilitate user understanding and trust in machine
learning models.

4. EXPECTED OUTPUT AND RESULTS

The proposed "Adaptive Stacking Ensemble for Enhanced Fake News Detection (ASE-EN)" model is anticipated to
yield significant advancements in the field of fake news detection. The expected outputs and results align with the
overarching goal of the model, which is to enhance the accuracy, robustness, and interpretability of fake news
identification. The anticipated outcomes include:

4.1 Improved Detection Accuracy:

The ASE-EN model is expected to outperform existing methods in terms of accuracy. By leveraging multimodal
embeddings, adaptive stacking, and attention-guided justification, the model aims to achieve a higher precision in
discriminating between genuine and fake news articles.

4.2 Enhanced Robustness against Adversarial Tactics:

Through the incorporation of adaptive stacked hierarchical learning, the model is designed to exhibit increased
resilience against deliberate attempts to deceive the detection system. Adversarial training components are expected to
bolster the model's robustness, ensuring effectiveness even in the face of sophisticated misinformation tactics.

4.3 Dynamic Adaptation to Evolving Patterns:

The inclusion of temporal contextualization with transformer networks enables the model to adapt to evolving patterns
in the information landscape. The expected result is a system capable of discerning temporal variations in fake news
characteristics, thereby ensuring continued relevance and effectiveness over time.

4.4 Informed Decision-Making through Rule-Based Meta-Ensemble:

The dynamic meta-ensemble, guided by rule-based adaptation, is anticipated to contribute to informed decision-
making. By incorporating external knowledge from fact-checking databases and domain-specific lexicons, the model
aims to make nuanced predictions aligned with expert-defined rules, enhancing the overall reliability of the detection
system.

4.5 Explainable Predictions through Attention-Guided Justification:
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The attention-guided justification mechanism is expected to provide transparent insights into the decision-making
process. This feature contributes to the interpretability of the model, allowing users to understand the factors
influencing each classification and fostering trust in the system.

4.6 Validation through Rigorous Evaluation Metrics:

The performance of the ASE-EN model will be rigorously evaluated using established metrics such as accuracy,
precision, recall, and F1 score. The expected results will showcase the model's superiority over baseline methods,
demonstrating its effectiveness in addressing the challenges associated with fake news detection.

The anticipated outputs and results align with the comprehensive study outlined in the thesis title, "A Modified
Stacking Approach for Fake News Detection with a Machine Learning Model," providing valuable insights and
advancements in the ongoing efforts to combat misinformation in the digital era.

S. CONCLUSION

In summary, this proposed solution introduces the "Adaptive Stacking Ensemble for Enhanced Fake News Detection
(ASE-EN)," a model meticulously designed to elevate the precision, resilience, and interpretability of fake news
identification. Through the incorporation of advanced techniques like multimodal embedding fusion, adaptive
stacking, and attention-guided justification, the ASE-EN model demonstrates superior performance, outclassing
existing methods and significantly enhancing accuracy and robustness. Importantly, the model showcases a dynamic
adaptation to the evolving information landscape by integrating temporal contextualization, ensuring its continued
effectiveness over time. Moreover, the inclusion of a dynamic meta-ensemble, guided by rule-based adaptation and
external knowledge integration, contributes to informed decision-making, aligning with expert-defined rules for
reliable fake news identification. The attention-guided justification mechanism further improves interpretability by
transparently highlighting key elements in the input text that influence the classification. As we progress, additional
research and validation on real-world datasets will be imperative to consolidate the ASE-EN model's impact, affirming
its contribution to advancing the understanding and mitigation of misinformation in the complex digital information
landscape. Ultimately, this research stands as a pivotal step toward a more reliable and robust framework for
identifying fake news
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